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3     Rationale
As explained by clause 5.2.3 in [1] , Security mechanisms for senarios that Non 5GC capable UEs access 5GC via W-5GAN is needed to be studied. Since different W-5GANs have different  authentication methods of non-5GC capable UEs, different from 5G-AKA/EAP-AKA’，even in some senarios non-3GPP UEs access W-5GAN without any authentication, it might bring in security threats  on 5GC.  Therefore, a mechanism is required on 5GC to ensure its trust of Non 3GPP UEs from W-5GAN and identify them.
4
Detailed proposal

*** Beginning of Change ***

5.Z
Key Isuue Z: Trust mechanism of Non-3GPP UEs from W-5GAN
5.Z.1
Key issue details

Different methods are adopted for non-5GC capable UEs to access W-5GAN, ex. Username/password, OTP code, or even without any anthenticaiton. Those using weak authentications access 5GC via W-5GAN might bring in security weak points. So 5GC has to have a mechanism to ensure the trust of non-5GC capable UEs from W-5GAN. Therefore, it is first required that the 5GC has the mechanisms to identify Non 5GC capable UEs. 
5.Z.2
Security threats

If a non-5GC capable UE weakly authenticated in a W-5GAN is allowed into 5GC, security problems may be imported.
5.Z.3
Potential security requirements

5GC shall have a mechanism to ensure the trust of non-5GC capable UEs from W-5GAN

5GC shall have a mechanism to identify the Non-5GC capable UEs that access 5GC via W-5GAN.
*** End of Change ***
